
Start

Get Authentication Capabilities

Using IPMI Port = 623

Open Session

IPMI 2.0 Supported and Can Authenticate

Error Out

IPMI 2.0 Not Supported / Cannot AuthenticateRAKP 1 and 2

Privilege Level Supported

Privilege Level Not Supported

RAKP 3 and 4

Authentication Pass

Authentication Fail

Set Session Privilege

Authentication Pass Authentication Fail

Get Channel Payload Support

Privilege Allowed

Close Session

Privilege Not Allowed

Get Payload Activation Status

SOL Supported

SOL Not Supported

Activate Payload

Steal Session or Do Not Steal Session and SOL Not Active

Deactivate Payload

Steal Session and SOL Active / Deactivate Only and SOL Active

Deactivate Only and SOL Not Active / Do Not Steal Session and SOL Active

SOL Active (race with another session)

SOL Session

SOL Not Active and SOL on IPMI Port

SOL on Different Port

Session Invalid Encryption / Session Invalid Payload Sizes

SOL Packets / IPMI Keepalive Packets

Quit SOL Session

SOL Session Stolen / SOL Payload Timeout

Deactivated other SOL Session

Additional SOL Payload Active

Quit SOL Session / SOL on Different Port

SOL on Different Port (change IPMI Port)

End

Quit SOL Session / SOL Session Stolen


